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1
Definitions

In the context of this document, the following definitions apply:

IP session:
A logical context in the UE that enables IP communication between a local endpoint in the UE (e.g. a web browser) and a remote endpoint (e.g. a web server in a remote host). Typically, an IP session in the UE starts when a new network socket is created. An IP session is started by an app in the UE and is terminated either by the app, or the remote endpoint or the networking stack in the UE (in case of errors).

When an IP session starts, it is bound to a certain IP address, a certain transport protocol (e.g. UDP, TCP) and certain port numbers. The IP session can support IP communication between the two endpoints for as long as the bound IP address remains unchanged.
IP session continuity:
The ability to maintain an ongoing IP session by utilizing the same IP address for the entire duration of the session. However, between subsequent IP sessions the UE can change IP address. So, to provide IP session continuity does not generally require the UE to maintain the same IP address for an extended period of time.

To provide IP session continuity a local mobility anchor is typically required.

IP address preservation:
The ability to maintain the same IP address for an extended period of time. This is required by UE apps that serve incoming connections, e.g. a video streaming server or web server in the UE. The IP address can be published to a registry and be associated to a long-term identity (e.g. FQDN and/or SIP URI). Obviously, the IP address preservation capability enables also IP session continuity. 

To provide IP address preservation a global mobility anchor is typically required. This type of anchor is provided by the present 3GPP mobile networks.
2
IP Session Continuity Considerations
2.1
Types of Continuity Services

Based on the above definitions, an IP session can be provided with one of the following continuity services:

1. No IP session continuity;

2. IP session continuity;

3. IP address preservation.

The table below explains these types of continuity services.
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	(1) No IP session continuity

The UE may change IP address in the middle of an ongoing IP session. The IP session is abruptly terminated and the app can establish a new IP session to continue communication.

An interruption is created but it may be tolerable by several apps.

Example apps: Streaming client, IoT sensor, DNS client, ftp client, email client, apps using their own mobility protocols (e.g. SIP, MPTCP), etc.
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	(2) IP session continuity

The UE may change IP address but the IP address used at the beginning of an IP session remains usable for the entire duration of the session. Hence, IP sessions are not terminated due to IP address change.

In the figure on the left, IP session-1 uses IP address A and IP session-2 uses IP address B.

Example apps: Voice over IP
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	(3) IP address preservation
The UE is assigned an IP address which is preserved for an extended time period. The assigned IP address can be published to a registry (e.g. with dynamic DNS).

Example apps: VPN client, Web server in the UE, streaming server in the UE, etc.


2.2
On-Demand IP Session Continuity
When a UE app starts a new IP session, the app can indicate the type of continuity service required by this session. This can be indicated (e.g.) by using the sockets API extensions specified in RFC 3493, RFC 3542 and in draft-ietf-dmm-ondemand-mobility-01. In particular, the app can indicate if the requested IP session requires (see figure below):

	1. A Nomadic IP address (i.e. no IP session continuity); or

2. A Sustained IP address (i.e. IP session continuity); or

3. A Fixed IP address (i.e. IP address preservation).

The definition of Nomadic, Sustained and Fixed IP address can be found in draft-ietf-dmm-ondemand-mobility-01.
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The (networking stack in the) UE uses the requested type of IP address (Nomadic, Sustained or Fixed) for: 

(A) Source address selection: 
If a new IP session requires (for example) a Nomadic IP address and the UE is already allocated a Nomadic IP address, then all outgoing traffic of the IP session shall use the Nomadic IP address as source address.

(B) IP address allocation:
If a new IP session requires (for example) a Nomadic IP address and the UE is not allocated a Nomadic IP address, then the UE shall request the allocation of a Nomadic IP address (e.g. by requesting a new PDN connection).
(C) Mobility management:
If the UE has a Nomadic IP address, then the UE shall apply mobility management without IP session continuity. An example of this case is illustrated in Fig. 2.2-1 below. 

If the UE has a Sustained IP address (i.e. has one or more ongoing IP sessions that require IP session continuity), then the UE shall apply mobility management procedures to sustain this IP address until all IP sessions that use this address are terminated. Such procedures require a local mobility anchor. An example of this case is illustrated in Fig 2.2-2 below.

If the UE has a Fixed IP address (i.e. has one or more ongoing IP sessions that require IP address preservation), then the UE shall apply mobility management procedures to preserve this IP address for an extended time period (e.g. for as long as the associated PDN connection remains active). Such procedures require a global mobility anchor. An example of this case is illustrated in Fig 2.2-3 below.
Fig. 2.2-1 illustrates a simplified network architecture which provides mobility without IP session continuity. This type of mobility is deemed efficient for fixed UEs and for UEs with applications that can tolerate communication interruptions (sees examples in clause 2.1).
NOTE:
The architecture diagrams shown below are provided for illustrative purposes only and their purpose is to better explain how the different types of IP session continuity can be realized.
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	Fig. 2.2-1: Mobility without IP session continuity


Fig. 2.2-2 illustrates a simplified network architecture which provides mobility with IP session continuity. After the UE moves to a new Access Gateway (AG) the UE is assigned a new prefix / IP address but the initial IP address is also maintained for supporting the ongoing sessions that require IP session continuity. As shown in Fig. 2.2-1 this requires a tunnel from the old AG to the new AG for traffic forwarding. This tunnel is released when all sessions using the initial IP address are terminated. This type of mobility is deemed efficient for slow-moving UEs utilizing real-time applications such as voice-over-IP.
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	Fig. 2.2-2: Mobility with IP session continuity


Fig. 2.2-3 illustrates a simplified network architecture which provides mobility with IP address preservation. This type of mobility is deemed efficient for fast-moving UEs and for UEs with applications that accept incoming connections (sees examples in clause 2.1).
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	Fig. 2.2-3: Mobility with IP address preservation


3
Proposal
It is proposed to discuss the above concepts and decide if any of them could be captured in the TR (possibly as part of a Session Continuity solution).
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